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The Wisdom of Clouds
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Beware of Cloud Washing
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Actually, 1t's Hosting Evolved
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The Promise of Clouds

= The classical problem = The promise:
8 * Under-utilized server resources e Server resources are delivered on-
((@0 waste computing power (and demand as usage-metered
O(\b?’ energy) compute utilities
* Qver-utilized servers cause ¢ (Cloud-user does not need to
interruption or degradation of forecast demand
M@f service levels e Turn fixed costs into variable costs
ef%,(/ * The emerging problems = The promise:
S&Qe * Highly dynamic scalability e Reduced provision lead times
demands e Scalability
; * Time to market * Sophisticated infrastructure is
Se\& SGN\Ce available as Services
= Leveraging the modern Web ®" The promise:
¢ Evolution of Desktop apps to * A stable, reliable platform to
?/\a‘)“\c Software-as-a-Service develop, test and deploy network-
centric end-user applications

* Programmable Web



Applications in the Cloud
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Applications in the Secure Cloud
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Cloud Computing Services

laaS Infrastructure as a Service

Renting use of computing power or storage over the Internet (e.g.,
T AUT T80 %#W¥Y O 3QQ

PaaS Platform as a Service
Renting use of an application environment over the Internet (e.g.,
Google App Engine)

SaaS Software as a Service

Renting execution of software solutions over the Internet (e.g.,
salesforce.com
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Special Government Considerations

Federal Government
Considerations for Cloud Computing
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